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Random Variables and Events

Probability mass function

Probability density function

Independent and identically distributed
Random variables

Random vectors

Probability of event A

Expectation of the random variable Z
Entropy of the random variable X
Conditional entropy of X given Y

Mutual information between X and Y

X and Y are independent random variables
X is a Gaussian random variable with mean a and variance

0.2

Sequences

Je > 0 such that f(n) < cg(n) for all sufficiently large n
de > 0 such that g(n) < ¢f(n) for all sufficiently large n
f(n)/g(n) = 0asn — oo

f(n) = 0asn— oo

Graphs

Graph G with vertex set V and edge set £

Bipartite graph G with vertex set LUR and edge set £. Here,
L denotes the set of left vertices, and R denotes the set of right
vertices.

Vertices

Neighbourhood of u, i.e., the set of all vertices v such that
(u,v) is an edge

Subsets of V

Neighbourhood of A, i.e., Uye 4N (u)
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Lattices

A, A
A ASY
Qa(x)

[x] mod A
V(A)
Teov()
Tpack(A)
Toff (A)
volA or det A

Lattices

Lattices in R".

Lattice point (in A) closest to x
x — Qa(x)

Fundamental Voronoi region of A
Covering radius of A

Packing radius of A

Effective radius of A

Volume of the fundamental Voronoi region of A
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